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Abstract of the contribution: Evaluation of how well the identified individual solutions can meet key Issue 1 and overall objectives.
Background
Next step according to interim conclusion in clause 8.1 is to further evaluate and down select among the proposed solutions 

At least one of the solutions 1, 2, 3, 4, 6 or 40 will be selected for normative work.

NOTE:
The specific solution from the ones listed above will be selected in a subsequent meeting. It is not precluded that some aspects of the solutions listed above may be merged. Existing solutions that enhance the solutions above are also not precluded. Support of RDS will be decided as part of the conclusion for key issue 8.

Solution 4 is mainly focusing on the RDS functionality which is evaluated under KI 8. The small data aspects documented in solution 4 overlaps with solution 2. However, the RDS functionality described in solution 4 can be combined with all other solutions that include a NEF and a UE. Therefore solution 4 will not be part of this evaluation for KI 1.

First step would be to evaluate whether the solutions supports and comply to the study objectives and key issue requirements and open issues. Note that there are more objectives in the study objectives than shown in the table below, but those objectives will be address under other key issues.
Table 1: List of all proposed solution meets the study objectives.
	Objective
	#1
	#2
	#3
	#6
	#40

	Equivalent overall functionalities as provided by SCEF for CIoT/MTC
	Yes combined with sol. 201 or 302
	Yes
	Yes
	Yes
	No3

	EPC-5GC interworking
	Yes
	Yes
	No
	Yes
	No info

	UE migration from EPC towards 5G CN for eMTC/NB-IoT
	Yes
	Yes
	No4
	Yes
	No4

	NOTE 1: Solution 20 provides the SCEF NIDD functionality as part of the SMF. 
NOTE 2: Solution 30 provides the SCEF NIDD functionality as part of the NEF.
NOTE 3: NEF and Non-IP data functionality is not described or how to combine with other solutions.
NOTE 4: Solution has elements that are quite different compared to the EPC functionality


Table 2: List of all proposed solution meets the requirements in Key Issue 1.

	Requirements
	#1
	#2
	#3
	#6
	#40

	Resource efficient system signalling load (especially over the Radio interface);
	Yes
	Yes
	Yes
	Yes
	Yes

	An at least equivalent level of security mechanisms for CIoT in 5G system as in EPS
	Yes
	Yes
	Yes
	Yes
	Yes

	Equivalent or reduced level of power consumption for UEs used for CIoT in 5GS system as in EPS
	Yes
	Yes
	Yes
	Yes
	Yes

	Support for the following small data transmissions:
	Yes
	Yes
	Yes
	Yes
	Yes

	Support for delivery of IP data and Unstructured (Non-IP) data;
	Yes
	Yes
	Yes
	Yes
	Only IP data is described

	Support API(s) for infrequent small data transmission and capability exposure to AF
	Yes
	Yes
	Yes
	Yes
	NIDD API is not described


Observation 1: Solution 1 combined with solution 30 provides a solution that resembles the EPC legacy solution.
Observation 2: Solution 40 description does not explain how non-IP data and NIDD API is supported.

Observation 3: Solution 3 and 40 would have bigger impact on migration and interworking with EPC.

Observation 4: Solution 20 implements the NIDD functionality in the SMF. For Key Issue 9 it is concluded to use solution 13 as basis for normative work. Solution 13 do not provide support for solution 20.
Proposal 1: The Solution 20 should not be considered further.
Further evaluation of the individual solutions of aspects, that is not already covered, will follow below. 

Table 3: Other aspects

	Requirements
	#1
	#2
	#3
	#6
	#40

	Minimum number of nodes for the user data to reach the 

a) UPF PSA

b) NEF
	a) 41
b) 3
	a) 31
b) 2
	a) 41
b) 3
	a) 21
b) 3
	a) 41
b) ?

	Impact load of the CP
	Yes
	Yes
	Yes
	No
	Yes

	Overload control according to solution 27 is needed
	Yes
	Yes
	Yes
	No
	Yes

	Can provide RAN with per packet priority between NAS signalling and user data
	No
	No
	No
	Yes3
	No

	Risk of dropping packets when switching between SRB and DRB
	Yes
	Yes
	Yes
	No
	Yes

	Security
	NAS security
	NAS security
	NAS security
	New2
	NAS security

	RRC impact
	No
	No
	No
	Yes
New indicator3
	No

	NOTE 1: Assuming two UPF nodes.
NOTE 2: New security endpoint in UPF PSA, keys could be derived from NAS security
NOTE 3: New indicator used for separating NAS signalling from user data to enable routing and priority differentiation.


Observation 5: Solutions 1, 3, and 40 show some inefficiency since they require most nodes to deliver the user data to the edge.

Observation 6: Solutions 3 and 40 must reestablish a PDU session every time data is sent, creating more internal core network signaling
Observation 7: Solutions 1, 2, 3, 40 route the traffic via the control plane and will require overload control and special solutions to make sure that data is not dropped if traffic routing needs to be changed from control plane to user plane

Observation 8: Solutions 1, 2, 3, and 40 can only differentiate between signaling and user data based on the RRC establishment cause. E.g. if the cause value was MO data, then other consecutive NAS messages (signaling) are treated as the initial RRC establishment cause (user data).

Observation 9: Solution 6 does not need any special small data overload control, since the data is always routed via core network user plane nodes.
Observation 10: Solution 6 require changes in the UE e.g. the handling of user data from to and from the upper layers.
Observation 11: Solution 6 require that the PSA implements some of the functionality that used to reside in the MME related to the CIoT CP opt (e.g. RoHC, Security), but not the overload control features.
Summary: Based on the above comparisons the observations an initial summary can be made:

· Solution 1+30 or solution 2 provides an easy migration solution, since they basically copy the EPC solution into the 5G core network. However, they also copy the limitations that the control plane solution ala EPC has. 

· Solution 6 addresses the limitations in the EPC control plane solution which is mainly due to the routing of user data via Core network control plane node. Focus on solution 6 has been to still provide an easy UE migration while removing the limitations that the CP solution in EPC has.
· Solutions 3 and 40 removes the need for the UE to establish a PDU session, but still a temporary PDU session is establish every time user data is sent. There might be a small benefit for the UE, but it introduces quite a significant impact to the migration and internal network SM signaling.
Proposal 2: Solutions 3 and 40 shall not be consider further in the final evaluation

Proposal 3: Solutions 1+30 shall be considered together as one solution.
Proposal 4: The final down selection of the solutions for infrequent small data stands between solution 1+30, 2 and 6.

One important observation is that solutions 1+30 and 2 depend on having a solution that can handle overload scenarios in the control plane, key issue 7. The SA2 group must consider whether to copy an EPC based solution with built-in overload issues just because it is the easiest thing to do. And at the same time not follow the general architecture principal documented in TS 23.501 [5] clause 4.1 “Separate the User Plane (UP) functions from the Control Plane (CP) functions, allowing independent scalability, evolution and flexible deployments e.g. centralized location or distributed (remote) location.”
Or whether to select solution 6 that provides an alternative that mitigates the overload condition, due to the routing of user data up into the control plane. Solution 6 require more changes to the network than the other two solutions, but still small changes to the UE. Solution 6 has dependence to SA3 work, so before finally selecting solution 6 an LS to SA3 should be sent, to verify that SA3 finds it feasible to implement a security solution for solution 6.
Observation 12: Solution 1+30 and 2, has by design an overload issue for routing user data over the control plan. If 5G-IoT devices will be successful it can have significant impact to the sizing of the CP nodes.

Observation 13: Solution 6 provides an alternative to overcome the limitation that the legacy CP solution has.
Proposal 5: Endorse the selection of solution 6 as it provides a path to massive adoption of 5G-IoT.

Proposal 6: Send an LS to SA3 asking them if they see any issue of creating a new security endpoint in the anchor UPF that handles the small data traffic.
Proposal

Add the following text to the overall evaluation and conclusion clauses.
* * * Start of first change * * * 

7.1
Key Issue 1: Support for infrequent small data transmission

Solutions 1,2,3,6 and 40 have been evaluated for infrequent small data transmissions. Furthermore solution 20 and 30 has been evaluated together with solution 1 to make the combined solution equivalent with the EPC functionality,
· Solution 1+30 or solution 2 provides an easy migration solution, since they basically just copy the EPC solution into the 5G core network. However, they also copy the limitations and issues that a pure control plane solution ala EPC has. 

· Solution 6 tries to address the limitations in the EPC control plane solution which is mainly due to the user data routing via Core network control plane node. Focus on solution 6 has been to still provide an easy UE migration while removing the limitations that the CP solution in EPC has.

· Solutions 3 and 40 removes the need for the UE to establish a PDU session, but still a temporary PDU session is establish every time user data is sent. There might be a small benefit for the UE, but it introduces quite a significant impact to the migration and internal network SM signaling.

Solutions 1+30 and 2, have by design an overload issue for routing user data over the control plan. If 5G-IoT devices will be successful it can have impact to the sizing of the CP nodes. Furthermore solutions 1+30 and 2 do not comply with the general architecture principal documented in TS 23.501 [5] clause 4.1 “Separate the User Plane (UP) functions from the Control Plane (CP) functions, allowing independent scalability, evolution and flexible deployments e.g. centralized location or distributed (remote) location.”
Solution 6 that mitigates the overload condition by not routing user data up into the control plane and maintain compliance with the general architecture principal for the 5G core network. Solution 6 require more changes to the network than the other two solutions, but still small changes to the UE. Solution 6 has dependence to SA3 work, so before finally selecting solution 6 an LS to SA3 should be sent, to verify that SA3 finds it feasible to implement a security solution for solution 6.

* * * Start of second change * * * 

8.1
Key Issue 1: Support for infrequent small data transmission
Endorse the selection of solution 6 as it provides a path to massive adoption of 5G-IoT, and still allow upgrade possibility to already deployed UEs. Before final agreement to base the normative work on solution 6, send an LS to SA3 asking them if they find it feasible to implement a security solution for solution 6.


* * * End of changes * * * 
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